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286.23(h) (and any DoD Component sup-
plementary procedures) to determine 
whether it is privileged or confidential 
information under the FOIA exemption 
at 5 U.S.C. 552(b)(4), as implemented by 
the DoD at 32 CFR 286.12(d). 

(b) If the participant also provides in-
formation in the course of a competi-
tion prior to award, there is a statu-
tory exemption for five years from 
FOIA disclosure requirements for cer-
tain types of information submitted at 
that time (see § 37.420). 

§ 37.905 Must I make receipt of the 
final performance report a condi-
tion for final payment? 

If a final report is required, your TIA 
should make receipt of the report a 
condition for final payment. If the pay-
ments are based on payable milestones, 
the submission and acceptance of the 
final report by the Government rep-
resentative will be incorporated as an 
event that is a prerequisite for one of 
the payable milestones. 

RECORDS RETENTION AND ACCESS 
REQUIREMENTS 

§ 37.910 How long must I require par-
ticipants to keep records related to 
the TIA? 

Your TIA must require participants 
to keep records related to the TIA (for 
which the agreement provides Govern-
ment access under § 37.915) for a period 
of three years after submission of the 
final financial status report for an ex-
penditure-based TIA or final pro-
grammatic status report for a fixed- 
support TIA, with the following excep-
tions: 

(a) The participant must keep 
records longer than three years after 
submission of the final financial status 
report if the records relate to an audit, 
claim, or dispute that begins but does 
not reach its conclusion within the 3- 
year period. In that case, the partici-
pant must keep the records until the 
matter is resolved and final action 
taken. 

(b) Records for any real property or 
equipment acquired with project funds 
under the TIA must be kept for three 
years after final disposition. 

§ 37.915 What requirement for access 
to a for-profit participant’s records 
do I include in a TIA? 

(a) If a for-profit participant cur-
rently grants access to its records to 
the DCAA or other Federal Govern-
ment auditors, your TIA must include 
for that participant the standard ac-
cess-to-records requirements at 32 CFR 
34.42(e). If the agreement is a fixed-sup-
port TIA, the language in 32 CFR 
34.42(e) may be modified to provide ac-
cess to records concerning the recipi-
ent’s technical performance, without 
requiring access to the recipient’s fi-
nancial or other records. Note that any 
need to address access to technical 
records in this way is in addition to, 
not in lieu of, the need to address 
rights in data (see § 37.845). 

(b) For other for-profit participants 
that do not currently give the Federal 
Government direct access to their 
records and are not willing to grant 
full access to records pertinent to the 
award, there is no set requirement to 
include a provision in your TIA for 
Government access to records. If the 
audit provision of an expenditure-based 
TIA gives an IPA access to the recipi-
ent’s financial records for audit pur-
poses, the Federal Government must 
have access to the IPA’s reports and 
working papers and you need not in-
clude a provision requiring direct Gov-
ernment access to the recipient’s finan-
cial records. For both fixed-support and 
expenditure-based TIAs, you may wish 
to negotiate Government access to re-
cipient records concerning technical 
performance. Should you negotiate a 
provision giving access only to specific 
Government officials (e.g., the agree-
ments officer), rather than a provision 
giving Government access generally, it 
is important to let participants know 
that the OIG, DoD, has a statutory 
right of access to records and other 
materials to which other DoD Compo-
nent officials have access. 

§ 37.920 What requirement for access 
to a nonprofit participant’s records 
do I include in a TIA? 

Your TIA must include for any non-
profit participant the standard access- 
to-records requirement at: 
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